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Clinical Trials Computer Systems

Validation Master Plan

This document provides guidance and recommendations regarding the planning, validation and use of new computerised systems within clinical trials. Computerised systems are defined as systems that collect data in electronic form and create, modify, maintain, archive, retrieve, or transmit that clinical data.  
As source data are necessary for the reconstruction and evaluation of the trial to determine the safety of IMP’s this document is intended to provide guidance to ensure confidence in the reliability, quality, and integrity of electronic records.

Plan Outline

This plan is only applicable to systems developed in-house rather than vendor supplied products. The validated state will be the goal from the beginning of the development process. The following steps are recommended to document the development process with regards to validation:
1. A document control sheet will be produced to indicate the current version of the plan along with the revision history documents.
2. The process for approval of the validation plan will be produced detailing the required signatories for approval of the Validation Plan within the JCTO.

3. Introduction and Objective/ Definition: A brief statement that outlines the purpose of the system that is being developed.

4. Description of the System: A brief outline of the system and how it is inteneded to be used. It should record any hardware or operating system requirements that differ from the partner organisations Information Technology standards and the nature of any network operations/ software that it may use. 

5. Risk Assessment: A list of the risks to the computer system once it is in a validated state and in use for its purpose. Risk assessment is primarily concerned with how those risks that are identified can be addressed by the Plan.

6. Scope: An outline of the validation exercise, identifying the processes and programs to be used within the Computer System that require validating, e.g.: randomisation systems, data capture systems, data entry systems, database set-up, data checking, reporting systems, etc.). Once programs are identified, each should define the validation boundaries, such as the assumptions made for the successful execution of the Validation Plan and the points at which validation testing does not cover, along with the reasons why.
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